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PREFACE

Information: A Selected Bibliography was compiled to support one of the special themes of
the U.S. Army War College’s curriculum. Focusing primarily on information warfare and
operations, it also includes citations for other contemporary information issues such as informa-
tion technology, information management, and the information highway. All references are
dated 1995 to the present.

Items listed in this bibliography are available in the U.S. Army War College Library collec-
tion. For your convenience, we have added our call numbers at the end of each entry. Please
keep in mind that call numbers may vary from library to library.

This bibliography is also available on the Internet through our Library’s home page (URL:
http://carlisle-www.army.mil/library/).

For additional information, please contact the Research and Information Services Branch,
U.S. Army War College Library, by sending an e-mail message to awcsl-r@carlisle-emh2.
army.mil, or by phoning DSN 242-4280 or Commercial (717) 245-4280.

Virginia C. Shope, compiler
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